
7310.7: CYBER SECURITY PROTECTION MEASURES:
PHYSICAL NETWORK INFRASTRUCTURE SECURITY 

Physical network security measures will be established by the Superintendent or their designee. Physical

security measures will prevent access by unauthorized personnel to our Main Distribution Facilities

(MDFs), Intermediate Distribution Facilities (IDFs), and other network locations.

Access to MDFs, IDFs, and other network locations will be controlled by the Millard Public Schools

Technology Division. The storing of any non-network or non-technical equipment, without authorization by

the Technology Division, is prohibited in these areas.

The use of MDFs, IDFs, and other network locations for any other school purpose is prohibited unless

authorized by the Superintendent, Chief Financial Officer, Executive Director of Technology, or the District

Technology Manager.
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